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The DeepSeas Operational Technology Managed Detection and Response Service 
provides 24x7x365 threat detection, analysis, and response to verified threats. Threats 
are detected and verified by DeepSeas cyber defense analysts who review alerts from an 
OT threat detection technology installed on your or your third party OT network. Threat 
detection includes monitoring of alerts by DeepSeas cyber defense analysts who triage, 
examine, and categorize alerts generated from a specified OT Security Technology.  

DeepSeas has developed a library of OT-specific threat detection analytics that power 
alerts, dashboards, and reports within DeepSeas platform to enable increased 
contextualization of the validated threat notifications and related reports. DeepSeas will 
update and tune OT threat detection analytics as necessary to meet the service outcomes 
defined by working with your team. As part of the OT MDR solution, DeepSeas will also 
provide an OT-specific MDR Runbook for your team that describes general remediation 
recommendations to specific categories of OT threats. During the initial scoping 
discussions with your team and DeepSeas, one or more points of contact will be identified 
and made responsible for response to the Validated Threat Notifications that are created 
by DeepSeas.

DeepSeas provides a differentiated 
Managed Detection & Response offering 
for the mid-market. Their best practice 
approach driven by their enabling platform 
uniquely integrates OT [operational 
technology] with IT, cloud, and mobile 
threat detection.
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Learn more about OT by DeepSeas: www.deepseas.com
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